
 

This is also an out-of-bounds access to the source code： 

 

Border access at Rectangle->left. 

View MULTI_OPAQUE_RECT_ORDER type structure： 

   



According to the code above, numRectangles represents the length of the rectangles array 

below. When debugging, numRectangles was set to 239, or 0xEF, apparently exceeding the 

length of the array. 

 

Find the position that fills the structure： 

update_read_multi_opaque_rect_order function： 

 
1 byte is read here as numRectangles. And from here to the abnormal location, there is no 

check. 

This leads to cross-border access. 


